
Leon L. Nowalsky
Benjamin W. Bronston
Edward P. Gothard

Via ECFS

NOWALSKY, BRONSTON & GOTHARD
A Professional Limited Liability Company

Attorneys at Law
1420 Veterans Memorial Blvd.

Metairie, Louisiana 70005
Telephone: (504) 832-1984
Facsimile: (504) 831-0892

February 11,2010

Philip R. Adams, Jr.

Marlene H. Dortch, Secretary
Federal Communications Commission
9300 East Hampton Drive
Capitol Heights, MD 20743

RE: Annual Customer Proprietary Network Information Compliance
Certification
EB Docket No. 06-36

Dear Ms. Dortch:

Please find attached the Annual Customer Proprietary Network Information ("CPNI")
Compliance Certification for AccessCom, Inc. Please feel free to call me if you have any
questions regarding this filing.

Sincerely,

Leon L. Nowalsky
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STA'ntMENf OFPOILICY IN TREATMENT OF
CUSTQI~I:~~!i'pRO~g~ETAgX1f£1JYOJj:K.'INFOR'\1A:TION

I. . It is AccessCqm, Inc.' s ("AccessCom") policy not to use CPNI fOI any activity other than
permitted by Jaw. "Any disclosUre of CPNI to other parties (such as lrlnliates, vendors,
and agents) occurs. only ifit is necessary to conduct,a legitimatebu,siness activity related
to the services' already provided by the cmnpmy to the cllstomer.lfthe Company is not
required by law to'disclose the ePNl or if the intended use does not fall within one of the
carve outs, theCompany wiII first obtain the customer's consent pripr to using CPNI.

2. AccessCom fol1ow~ industry~standard practices to prevent unauthorized access to CPNI
by a person other that the subscrib,:r or AccessCom. However, AccessCom cannot
guarantee that thes<o practices will pre.v,ent every tmauthorized attempt to access, use, or
disclose personally identifiable inf,;Jffilation. Therefore:

A. Ifan unauthorized dis~losure were to occur, AccessCom shall provide notification
of the breach within seven (7) days to the United States SI~cret Service C'USSS")
and th¢ Fedeml Bnreat] ofInvestigation ('"FBP'); "

,
B. AccessCom shall wait an additi(,nal ,ev,en (7) days from its govenunent notice

prior to notifYing the affected <:U5tomers ofthe breach.

C. Notwithstanding the provisiol1s in subpamgraph,)3 above; AccessCom shall not
wait' me additional seven (7) days to notify; it> customers if AccessCom
deterinim:s t."tere is an'immediate risk ofi:rreparable harm. to the ctistomers.

D. . AccesSCoI11 shall maintain records of discover~dbreaches for a period of at least
two (2) years.

"

3. All employees will be trained as to when they are, and are not, authorized to use CPNl
upon employment with the Cc,mpany and annllal!.y thereaft~r.

1\

A. Specifically, Access0)m shall prohibit its personnel from releasing CPNl based
upon a customer-initiated telephone ca.1l except under the following three (3)
circUD;lStances;

1. When the customer has pre-established a password..

2. When the itrfonnation requested by tihe customer is to be sent to the
customer's address of record, or

3. When AccessCom calls the customer's telephone number of record and
,discusses the information with tIle party initially ifl,entified by customer
: whl':n service was initiated.

•• > ';
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B. AccessCom may use CPNI for 1he following'purposes:

• To initiate, render, maintain, reoair, bill and collect for services;
• 'Toj)rotect its prope,rty rights; ;r to 1';'otect its subsdibers or other carriers

froriifraudulent, abusive, or the lunlawful use of, or subscription to, such
sen'ices;

• 'Toj/rovide inbound telemarketing, referral or administrative services to
the' customer during a customer initiated call,and with the customer's
infoffiled consent.

• 'To PJ.arket ,additional services to cusllomers that are within the same
categories of s~n'ice to '''ihich the cu.storner already subscribes;

.'To market servkes fOl'DJerly kno\\nas adjunct-to-Msic services; and

., 'To (market additional services to customers with the receipt of informed
consent via the use of opt-in or opt-out, as applicable.

Prior to allowing aCCess to Customers' lndividJ:tally identifiable CP::-TI to AccessCom's
joint venturers or independent contractors, Ae-~essCom will require, ill order to safeguard
that information, their entry into both confidentiality agn~ementsthat ensure compliance
with ihis Statement and shall obtain opt-in consent from a customer prior to disclosing
the informatiQp. In addition, AccessCom requires all outside :Qealers and Agents to
acknowledgeandsertify that'they may only use CPN] for the purpose for which that
information :bas been provideil.

I,

"

5. ACCessCom requir'?S express\'lritten audlonz:ltion from the customer prior to dispensing
CPNI to new carriers, except as othen'lise requift>d by law.

6. AccessCom does not market, ,Share or othenvisesell CPNI information to any third party.

7. Acc,essCom maintains a record of its o:IVTI and its llffiIiate,s"'sales and marketing
campaigns that USe AccessCom's ,~ustomersl CPNLThe record wiIl include a
description of each campaign, the spedfic CPNI that was uSJ:d in tpe campaign, and what
products and sWces were offered as part of the campaign. '

A. Prior, commencement of a sales or m.~keting campaigp. that utilizes CPN],
AcoessCom' e!itablishes the status of a <:uslome:r's ePNI approval. The foIlowiRg sets
forth the procedurl~:.'followedby AccessCom,

"

• Prior. to any solicitation for customer approval, AccessCom will notify
custpmers of their right to restrict, the use of, disclosure of; and access to
,their CPNI.

• 'AccessComwiil use opt-in approval for any instance in which AccessCom
must obtain customer approval prim' to using, disclosing, or pennitting

"'access to CPNI. . ' .
•. ' A cUstomer's approval or disapproval remains in effect until the customer

revokes or limits such approval or disapl1roval. .
• 'Records of approvals are maintained for at least om, year.,,

'.
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• Accj:ssCom, provides individual notice to customers when soliciting
approval to use, disclose, or permit access to CPNI.

• 'The content of AccessCom's CPNl notices comply With FCC rule 64.2008
00:' ., '

8, AccessCom has implemented a system to obtain approval and inforined consent frOJ;ll its
customers prior to the use ofCPNI for marketing pmposes. This system allows
for the status ofa cnstomer's CPNI approval to be clearly establisltc:ld prior to the
useofCPNI.

9. AccessCom,h<ls a supervisory review process regarding compliance with the CPNI rules
fotoutbound mark;;ting situations and wiIl·maintain compEance records for at least one
year. Specifically, AccessCorn's sales persoDI,e! will obtain. express approval of any
proposed outbound marketing request for customer"apflroval of the use of CPNI by The
General Counsel o{AccessCorn.

Hi, AccessComnotifies customers immediatllly ofallY account ,:hanges, including address of
record, authenticatlltm, online,account ano, pas,;word related (;hang':s.

1L AccessCom may negotiate alternative authentication' procedutes for services that
AccessCom provides to business customers that have a dedicated account representative
and a contract that specifically addresses AccessCom's protection of CPNI.

12. AccessCom is prepared to provide v.'l~itten notice within flv{: business days to the FCC of '
any instance where the opt-in mechanisms do not work properly"to such a degree that
consumer's inability to opt-in is more than an ~oma1y. .

,

bTb··
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Annual 64.2009(e) CPNI Certificate for 2010

Date Filed:~

Name ofcompany(s)cbvered by this certification: AccessCbm, Inc.

Form 499 Filer ID: 823836

Name of signatory: Jeff Giles

Title of signatory: President

I, Jeff Giles, Certify that I am an officer of the company named above, and acting
as agent of the company, that I have personal knowledge that the company has
established operating procedures that are adequate to enSure compliance with the
Commission's CPNI rllJles. See 47 C.F.R. § 64.2001 et seq.

Attached to tlris certification is an ac(;omp.,nying statemmt explaining how the
company's procedures ensure the company is in c::>mpliaIl!ce v"it'1 the requirements set
forth in section 64.2001 et seq. of the Conm1issioll's rules.

TIre company has not taken any actions (proceedings instituted or petitions filed
by any corripanyat either state cOJ:nI)1issioIlS, the court system, or at the Commission
against date brokers) a,~.ajIlSt data brokers iII the past year. The steps the Company has
taken to protect CPNI include updatiJ:Jg its CPNI practices and procedures and conducting
new training designed to ensure compliance witb the FCC's modified ePNI rules

TIre company has not received any customer complaints in the past year
concerning the 11IIautborized lease of CP:-.[r.


